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This presentation includes express and implied “forward-looking statements”, including forward-looking statements within the meaning of the 
Private Securities Litigation Reform Act of 1995. Forward-looking  statements include all statements that are not  historical facts, and in some cases, 
can be identified by terms  such as “anticipate,” “believe,” “estimate,” “expect,” “intend,” “may,” “might,” “plan,” “project,” “will,” “would,” “should,”
“could,” “can,” “predict,” “potential,” “continue,” or the negative of these terms, and similar expressions that concern  our  expectations, strategy, 
plans or intentions. Forward-looking  statements contained in this presentation include, but  are not  limited to, statements concerning our  product  
roadmap  and future  initiatives, the  performance  and benefits of our products, strategic plans or objectives, our  estimates of market  size and 
opportunity,  and our  growth  prospects.  By their nature, these statements are subject to numerous risks and uncertainties, including factors 
beyond our control, that could cause actual results, performance or achievement to differ materially and adversely from those anticipated or implied 
in the statements. Such risks and uncertainties are described in the “Risk Factors” section of our most recent Form 10-Q filed with the Securities 
and Exchange Commission. Although our management believes that the expectations reflected in our statements are reasonable, we cannot 
guarantee that the future results, levels of activity, performance or events and circumstances described in the forward-looking statements will be 
achieved or occur.  Recipients are cautioned not to place undue reliance on these forward-looking statements, which speak only as of the date such 
statements are made and should not be construed as statements of fact. Except to the extent required by federal securities laws, we undertake no 
obligation to update these forward-looking statements to reflect events or circumstances after the date hereof, or to reflect the occurrence of 
unanticipated events. 

Information in this presentation on new products, features, and functionality, including our expectations with respect to the development, release 
and timing thereof, is for informational purposes only and should not be relied upon. 

Certain information contained in this presentation and statements made orally during this presentation relate to or are based on studies, 
publications, surveys and other data obtained from third-party sources and CrowdStrike’s own internal estimates and research. While CrowdStrike 
believes these third-party studies, publications, surveys and other data to be reliable as of the date of this presentation, it has not independently 
verified, and makes no representations as to the adequacy, fairness, accuracy or completeness of, any information obtained from third-party 
sources. In addition, no independent source has evaluated the reasonableness or accuracy of CrowdStrike’s internal estimates or research and no 
reliance should be made on any information or statements made in this presentation relating to or based on such internal estimates and research.





Ranked #1 for Modern 
Endpoint Security 2020 

Market Shares 

CrowdStrike offers superior 
endpoint security with a 

cloud-native architecture

A Leader in Magic 
QuadrantTM for Endpoint 

Protection Platforms

“ “ “

Gartner: Magic Quadrant for Endpoint Protection Platforms, G00450741, May 2021
Forrester: The Forrester WaveTM: Endpoint Security Software As A Service, Q2 2021, May 2021       
IDC: Corporate Endpoint Security Market Shares, 2020: Pandemic and Expanding Functionality Propelled Market Growth, Doc #US47768021, Jun 2021

Gartner does not endorse any vendor, product or service depicted in its research publications and does not advise technology users to select only those vendors with the highest ratings or other designation. Gartner research publications consist of the opinions of 
Gartner’s Research & Advisory organization and should not be construed as statements of fact. Gartner disclaims all warranties, expressed or implied, with respect to this research, including any warranties of merchantability or fitness for a particular purpose. The 
Gartner content described herein (the “Gartner Content”) represent(s) research opinion or viewpoints published, as part of a syndicated subscription service, by Gartner, Inc. ("Gartner"), and are not representations of fact. Gartner Content speaks as of its original 
publication date (and not as of the date of this [type of filing]), and the opinions expressed in the Gartner Content are subject to change without notice. GARTNER and MAGIC QUADRANT are registered trademark and service mark of Gartner, Inc. and/or its affiliates in 
the U.S. and internationally and are used herein with permission. All rights reserved.



Source: IDC, Worldwide Corporate Endpoint Security Market Shares, 2020: Pandemic and Expanding Functionality Propelled Market Growth, June 2021 Doc # US47768021
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Source: CrowdStrike 2021 Threat Hunting Report



Source: CrowdStrike 2021 Threat Hunting Report



All code must be removed from initial threat and 
any executable dropped files

AVC keeps their own evidence, they don’t trust vendor 
claims to score the result.

Four points for complete prevention 
and/or remediation

Three points for neutralization 
(threat cannot run but may still have parts present)

Zero points for persistent remediation 
(malware in a retry loop which gets prevented, typically)

Minus four points for detection without 
remediation

Malicious process must be killed

Other persistent OS damage must be repaired

Remediation must complete in minutes

SE Labs











Low Overhead

No additional agents

Granular change tracking of customized 
files and configuration lists

Enterprise maturity with roles and 
access control

All integrated into the Falcon platform









Announcing ExPRT.AI

Recommended remediation

Orchestration through Falcon Fusion









CLOUD INFRASTRUCTUREDEVOPSBUILD INFRASTRUCTURE



Comprehensive 
visibility into 
hybrid cloud

Remedy 
misconfigurations
(IOMs)

Industry 
first Cloud 
IOAs

Correlate runtime 
and control plane 
visibility

Image Assessment 
and Kubernetes 
protection









Dealing with a 
massive increase in 
sophisticated attacks

The enterprise network 
has become a whole lot 
bigger and more 
complex

New critical 
vulnerabilities 
impacting core 
technology stacks 
nearly every week



Better scale, data integration, 
implementation than 
traditional SIEM

Index free storage 
architecture, market 
leading data compression 

Retain more data at a 
dramatically lower cost

Blazing fast search across 
any data set, structured 

or unstructured

Log everything and ask 
anything across the entire 

technology stack 

Solve compliance needs, 
address new kinds of 

security questions



Struggling to take in 20TB/day 
with ELK and Greylog

Very long query times (40+ minutes)

Struggling with 10TB/day 
with Elastic

Queries causing system impacts

Struggling with EUBA topping 
out at 1TB/day, based on ELK

Saves time in troubleshooting 
support issues and shortens time 
to code release.

Reduced friction and increased 
efficacy in issue tracing

Faster code releases, and happier 
developers

Able to capture all security logs

Displaced product that couldn’t 
deliver

6.5X increase in 
TB/day ingested

7X increase in 
TB/day ingested

8X Increase in 
TB/day ingested







EDR data with 
telemetry from 
targeted, vendor-
specific security data

real-time threat 
detection, alerting, 
prevention and 
hunting across 
multiple technologies 
and domains

proactive automated 
responses across 
multiple technologies 
and domains









Faster Response Internal Process Automation









Cloud Mobile IOTContainersVirtual MachinesServersWorkstations












