\GROWDSTRIKE

INVESTOR BRIEFING

GEORGE KURTZ, CO-FOUNDER AND CEO
MIKE SENTONAS, CHIEF TECHNOLOGY OFFICER



AG E N DA Product Briefing from

George Kurtz and Mike Sentonas

Partner Interviews

Accenture
AWS

Customer Interview
Zoom

Q&A



SAFE HARBOR

This presentation includes express and implied “forward-looking statements”, including forward-looking statements within the meaning of the
Private Securities Litigation Reform Act of 1995. Forward-looking statements include all statements that are not historical facts, and in some cases,
can be identified by terms such as “anticipate,” “believe,” “estimate,” “expect,” “intend,” “may,” “might,” “plan,” “project,” “will,” “would,” “should,”
“could,” “can,” “predict,” “potential,” “continue,” or the negative of these terms, and similar expressions that concern our expectations, strategy,
plans or intentions. Forward-looking statements contained in this presentation include, but are not limited to, statements concerning our product
roadmap and future initiatives, the performance and benefits of our products, strategic plans or objectives, our estimates of market size and
opportunity, and our growth prospects. By their nature, these statements are subject to numerous risks and uncertainties, including factors
beyond our control, that could cause actual results, performance or achievement to differ materially and adversely from those anticipated or implied
in the statements. Such risks and uncertainties are described in the “Risk Factors” section of our most recent Form 10-Q filed with the Securities
and Exchange Commission. Although our management believes that the expectations reflected in our statements are reasonable, we cannot
guarantee that the future results, levels of activity, performance or events and circumstances described in the forward-looking statements will be
achieved or occur. Recipients are cautioned not to place undue reliance on these forward-looking statements, which speak only as of the date such
statements are made and should not be construed as statements of fact. Except to the extent required by federal securities laws, we undertake no
obligation to update these forward-looking statements to reflect events or circumstances after the date hereof, or to reflect the occurrence of
unanticipated events.
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Information in this presentation on new products, features, and functionality, including our expectations with respect to the development, release
and timing thereof, is for informational purposes only and should not be relied upon.

Certain information contained in this presentation and statements made orally during this presentation relate to or are based on studies,
publications, surveys and other data obtained from third-party sources and CrowdStrike’s own internal estimates and research. While CrowdStrike
believes these third-party studies, publications, surveys and other data to be reliable as of the date of this presentation, it has not independently
verified, and makes no representations as to the adequacy, fairness, accuracy or completeness of, any information obtained from third-party
sources. In addition, no independent source has evaluated the reasonableness or accuracy of CrowdStrike’s internal estimates or research and no
reliance should be made on any information or statements made in this presentation relating to or based on such internal estimates and research.
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A GLOBAL LEADER IN ENDPOINT & WORKLOAD SECURITY

FORRESTER

A LEADER A LEADER RANKED #1
14 14 1

A Leader in Magic CrowdStrike offers superior Ranked #1 for Modern
Quadrant™ for Endpoint endpoint security with a Endpoint Security 2020
Protection Platforms cloud-native architecture Market Shares

Gartner: Magic Quadrant for Endpoint Protection Platforms, GO0450741, May 2021
Forrester: The Forrester Wave™: Endpoint Security Software As A Service, Q2 2021, May 2021
IDC: Corporate Endpoint Security Market Shares, 2020: Pandemic and Expanding Functionality Propelled Market Growth, Doc #US47768021, Jun 2021

Gartner does not endorse any vendor, product or service depicted in its research publications and does not advise technology users to select only those vendors with the highest ratings or other designation. Gartner research publications consist of the opinions of
Gartner’s Research & Advisory organization and should not be construed as statements of fact. Gartner disclaims all warranties, expressed or implied, with respect to this research, including any warranties of merchantability or fitness for a particular purpose. The
Gartner content described herein (the “Gartner Content”) represent(s) research opinion or viewpoints published, as part of a syndicated subscription service, by Gartner, Inc. ("Gartner"), and are not representations of fact. Gartner Content speaks as of its original

publication date (and not as of the date of this [type of filing]), and the opinions expressed in the Gartner Content are subject to change without notice. GARTNER and MAGIC QUADRANT are registered trademark and service mark of Gartner, Inc. and/or its affiliates in
the U.S. and internationally and are used herein with permission. All rights reserved.



#1 FOR MODERN ENDPOINT SECURITY

2020 WW MARKET SHARES

Other
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Symantec (a
Broadcom division)-.....
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Source: IDC, Worldwide Corporate Endpoint Security Market Shares, 2020: Pandemic and Expanding Functionality Propelled Market Growth, June 2021 Doc # US47768021



WHAT DOES CLOUD NATIVE MEAN?
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TOGETHER, WE WILL

sTop
breaches




TODAY'S THREAT ENVIRONMENT
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OF DETECTIONS INCREASE IN AVERAGE TIME
WERE NOT MALWARE- INTERACTIVE INTRUSION FOR AN ADVERSARY
BASED CAMPAIGNS TO MOVE LATERALLY IN A

VICTIM ENVIRONMENT

Source: CrowdStrike 2021 Threat Hunting Report



LEADING THREAT HUNTING

1 frillion 65,000 &8 min.

HIGH-FIDELITY POTENTIAL INTRUSIONS AVERAGE
SIGNALS PER DAY STOPPED INTERVAL




BEST IN CLASS MALWARE PREVENTION

AV

All code must be removed from initial threat and
any executable dropped files

2 Malicious process must be killed
3 Other persistent OS damage must be repaired
4 Remediation must complete in minutes

AVC keeps their own evidence, they don’t trust vendor
claims to score the result.

SE Labs

Four points for complete prevention
and/or remediation

Three points for neutralization
(threat cannot run but may still have parts present)

Zero points for persistent remediation
(malware in a retry loop which gets prevented, typically)

Minus four points for detection without
remediation
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INNOVATION



BUILDING ON

THE PLATFORM




Infroducing
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INTRODUCING FILEVANTAGE

BETTER VISIBILITY INTO
YOUR ENTERPRISE
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Low Overhead
No additional agents

Granular change tracking of customized
files and configuration lists

Enterprise maturity with roles and
access control

All integrated into the Falcon platform



Spotlight



If everything is a priority
nothing is a priority



ProxyShell attacks ramping up on unpat Prox_VShe“ Exchange Server Flaw
Exchange Servers Getting Used for Ransomware Attacks

Security experts say active attacks on the series of Microso By Kurt Mackie | 08/24/2021
Exchange Server flaws, which can be chained to take contr¢

'ProxyShell' Exchange bugs resurface after

servers, are already being launched in the wild. .
presentation

Shaun Nichols A critical vulnerability in Microsoft Exchange is once again making
07 Sep 2021 the rounds with attackers, following a Black Hat presentation from
the researcher who found it.

Shaun Nichols

FROM pWNZOWN 2021: A 09 Aug 2021

NEW ATTACK SURFACE ON
MICROSOFT EXCHANGE - Microsoft fiddles with Fluent while the

PROXYSHELL! long dark Nightmare of the Print Spooler
August 18, 2021 | Guest Blogger Continues f0r WindOWS

New Windows 11 toys, fresh new CVE pops out

Richard Speed
Fri 13 Aug 2021 // 14:31 UTC

The Windows print nightmare continues for the ente

KB5005652, meant to address “PrintNightmare” vulnerabilities, is ca—...
some enterprise users to be prompted to reinstall print drivers or install
new drivers — which they can’t do without admin privileges.



SPOTLIGHT ANNOUNCEMENTS

Announcing EXPRT.AI

| Recommended remediation
s

Orchestration through Falcon Fusion
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We need 1o stop
breaghes in the cloud
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Dev

Ops

approadch
fo stopping
breaches in
the cloud

Comprehensive
visibility into
hybrid cloud

Remedy
misconfigurations
(IOMs)

BUILD

Industry
first Cloud
|IOASs

Correlate runtime
and control plane
visibility

DEPLOY

1174140

Image Assessment
and Kubernetes
protection
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THE NEXT PHASE

OF THE JOURNEY
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MAIN CUSTOMER CONVERSATIONS

Dealing with a The enterprise network New critical

Mmassive increase in has become a whole lot vulnerabilities

sophisticated attacks bigger and more Impacting core
complex technology stacks

nearly every week



HUMIO BRINGS INDUSTRY-LEADING LOG
MANAGEMENT TO FALCON

Better scale, data integration,
implementation than
traditional SIEM

Log everything and ask
anything across the entire
technology stack

Solve compliance needs,
address new kinds of
security questions

Index free storage
architecture, market
leading data compression

Retain more data at a
dramatically lower cost

Blazing fast search across
any data set, structured
or unstructured



UMIO CASE STUDIES

FINANCIAL MULTINATIONAL INFORMATION MULTINATIONAL CONSUMER
SERVICES COMPANY TECHNOLOGY COMPANY GOODS COMPANY

PRE-HUMIO PAIN POINTS

HUMIO ADVANTAGES




HUMIO WILL OPEN THE DOOR
10O DO SO MUCH MORE







ENRICHES

EDR data with
telemetry from
targeted, vendor-
specific security data

PROVIDES

real-time threat
detection, alerting,
prevention and
hunting across
multiple technologies
and domains

PROACTIVE

proactive automated
responses across
multiple technologies
and domains




ANNOUNCGING

Falcon XDR




Humio-powered and
Threat Graph integrated



Increased visibility into
iIndicators of attack

Real-time detection

Extending telemetry
sources for broader
security correlations

Importance of data science
accuracy of ML inimproving
detection speed



Faster Response Internal Process Automation






% ' em Configuration > Workflows > Demo Workflow []

< All workflows

Edit a workflow

Action

Customize action

Action type
Motifications

Action

Send Slack message

Channel

Workflow Notification Channel

Data to include

Action taken>< Cloud service provider <

Cloud service instance ID X

0 Trigger

-

Q Search

@ Condition

Host tags Severity is

onGroupin... or equal to ...

e Condition
Severity is less than
ELSE IF
Medium

@ Condition

Tactic is ‘Action taken

Defense ... Detection, ..

1 DOTHIS | Send Slack message

Demo Workflow

@ Action

o Action

DO THIS Send email

0 Action

DOTHIS 1 Contain device

0 Action

—— Gat file

0 Action

ProCesses

Retrigve running

0 Action
|| THEN DO I| Set d 1 status
o Action
Add comment to
detection






THE FALCON PLATFORM
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IDENTITY L0G CROWDSTRIKE

ENDPOINT GLOUD MANAGED SECURITY & THREAT
SECURITY SERVICES IT OPERATIONS INTELLIGENCE PROTECTION MANAGEMENT STORE

SECURITY

APIS
FUSION

THREAT GRAPH @ HUMIO DATABASE

LIGHTWEIGHT AGENT

Mobile 10T

Workstations Servers Virtual Machines Containers Cloud



ANNOUNGING THE CrowdXDR ALLIANGE
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The Power

of We
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CUSTomers






